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Project Overview

• The goal of the project is to provide VIP 
customers a Splunk add-on and an ELK 
application on an AWS AMI to visualize various 
operational and security trend information 
present in log data and analyze it in near real-
time

• Both applications should alert users when 
suspicious or malicious activity is detected
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System Architecture
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Splunk Dashboard
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Splunk Alerting Panel
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ELK Dashboard
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ELK Spike on Graph
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ELK Alerting on Slack
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What’s left to do?

• Solidify the dashboards with more trends and 
patterns

• Identify more security related trends and have 
them be alerted

• Integrate input of user certificate within the 
applications  
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Questions?
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